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Ground Rules 

Submit questions through the question pod – we will discuss 

them throughout the session 

Turn your volume Up and let the presentation team know if you 

have trouble hearing the presentation (through the question 

pod) 

You can maximize the presentation pod (toggle Full Screen) 

Download the presentation from the File Sharing pod 
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User Access Forms 

User Access Forms 
Three forms required for access to web DPAS 

System Authorization Access Request Form (SAAR) 

better known as DD Form 2875 

User Agreement 

DPAS Security Roles Request Form for Property 

Accountability, the Supply Store or Maintenance and 

Utilization 

All user access forms are located on the DPAS 

Support Website: http://dpassupport.golearnportal.org/ 

Once on the page, go to Support>Getting Access 

The forms are located under “Step-2 Get the most 

recent forms” 

 

 
May 23, 2012 

User Access Forms 

Proper Completion of the DD Form 2875 
Use the wizard to ensure proper completion 

Populated fields can be edited 

Refer to the instructions for proper completion 

All fields in Part I, II and III must be completed with the 
exception of 16a and 22-25 

All signatures must follow the proper date sequence 

User first, Supervisor second, Security Manager third and 

Information Owner (IO) last 

Forms must be completed digitally by all parties 

Faxed or scanned copies of the forms will only be 
accepted on a case-by-case basis 
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User Access Forms 

DD Form 2875 Part I 
Using the wizard will 
populate most 
fields 

The IA training date 
in box 10 must be 
within the last 12 
months 

The date in the 
digital signature in 

box 11 must match 
the date in box 12 
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User Access Forms 

DD Form 2875 Part II 
Box 13 must contain a 
brief statement 
regarding why access 
is required 

Box 16 must be 
checked 

Box 16a only applies to 
contractors or accounts 

with an expiration date 

Boxes 22-25 must 
remain blank 
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User Access Forms 

DD Form 2875 Part III 
Completed by the Security Manager at the users installation 

The date in the digital signature in box 31 must match the date in box 32 

All fields are mandatory 
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User Access Forms 
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User Agreement 

Read, digitally sign and save the form 

Return with the DD Form 2875 
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User Access Forms 

DPAS Security Roles 
Request Form (DSRRF) 

The user to complete: 

User Name, Site Id and 

Date fields 

The Accountable 

Property Officer 

indicates required 

access 

The Information Owner  

reviews and signs 
 

 

 

 
May 23, 2012 

User Access Forms 

Submitting User Packet to DPAS 
The digitally completed DD Form 2875, User Agreement and DPAS 

Security Roles Request forms must be emailed to DPAS User 

Account Management in the same email 

Scanned, faxed or hand signed forms will only be accepted on a 

case-by-case basis 

Forms requiring correction will be returned to the IO. Incomplete 

forms are not kept. Once corrected all forms must be returned in 

the same email.  

Contact Information for DPAS User Account Management 

Email:  cco-dpas2875@dfas.mil 

Columbus Call Center 

Toll Free:  866-498-8687 

DSN:  869-0888 

Commercial:  614-693-0888 

May 23, 2012 

mailto:cco-dpas2875@dfas.mil
mailto:cco-dpas2875@dfas.mil
mailto:cco-dpas2875@dfas.mil


23 May 2012 

Gaining Access to Web DPAS 7 

On-Line Training 
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On-Line Training 

DPAS eLearning 
On-line training available at: 

http://dpaselearning.golearnportal.org 

Create a new account by using the “New Account” hyperlink or 

“Create new account” button located under “Is this your first time 

here?” 
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http://dpaselearning.golearnportal.org/login/index.php
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On-Line Training 

DPAS eLearning (Continued) 

Roles assigned will be emailed to the user when the 
Web DPAS account is created  

Once in your eLearning account, locate “Course 
categories” to see a complete list of available classes 

Selected courses will appear under “My courses” 

Training completion requires a score of 77% or higher 

Once training is completed the “Certify my Role” link 
becomes active. To successfully certify your training 
you must authenticate to your Web DPAS account 
prior to selecting this option.  

May 23, 2012 

Account Creation 

Emails 

May 23, 2012 
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Account Creation Emails 
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Account Creation Emails 
Email #1 – Subject Line: DPAS Account Registration 

Authentication Code 
Sent from DPAS PROD01-08 SERVER MAIL 

Contains the Web DPAS URL 

The equal sign is not part of the Authentication Code 

 

Account Creation Emails 

May 23, 2012 

Account Creation Emails (Continued) 
Email #2 – Subject Line: (U//FOUO) DPAS Role Assignment 

Sent from DoNotReply@disa.mil 

Contains role assignments 
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Account Creation Emails 

May 23, 2012 

Account Creation Emails (Continued) 
Email #3 – Subject Line: Web DPAS Account – Please Read 

Sent from DPAS User Account Management  

Contains login instructions and User Id 

 

DPAS Login Process 
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DPAS Login Process 

Account Authentication 
Use the URL provided 

User will be prompted  
to choose a digital  
certificate 

Only the DoD Email  

certificate will work  

with DPAS 
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DPAS Login Process 

Account Authentication (Continued) 
The DPAS Consent to Monitor page displays 

Use Internet Explorer to save the website as a Favorite 

Click OK to continue  
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DPAS Login Process 

Account Authentication (Continued) 
User will be required to enter a User Id and Authentication 

Code. 

 

 

 

 

Refer to the DPAS User Account Management Email for the 

User Id. The User Id is NOT case sensitive. 

Refer to the email sent from DPAS PROD01-08 SERVER MAIL 

for the Authentication Code. The Authentication Code must 

be exactly how it appears. If using the copy/paste feature 

be careful not to include any spaces.  
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DPAS Login Process 

Account Authentication (Continued) 
User accounts will initially be created without the UICs. This is because the 
UICs won’t be available until the data is converted from Legacy. Users 
should expect the error below to display. 

Users will need to complete the authentication process and then log into 
their eLearning account and select the “Certify my Role” link. Users will not 
have menu options or be able to complete transactions until the “Go 
Live” date.  
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DPAS Login Process 

Account Authentication (Continued) 
After the data has been converted from Legacy to Web DPAS, 

users again will need to log into their DPAS account.  At this time, 

they will be prompted to select a Site-Id and Actbl UIC/UIC.  

 

 

 

 

 

 

 

Select Submit and the Message of the Day displays. 

Users will have menu options based on the training completed 

and certified. 
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Automated  

Account Ageing 
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Automated Account Ageing 

Account Ageing Parameters 
System generated emails are used to notify users of 

account benchmarks 

15-29 days of inactivity – email states account is 

approaching the suspension and/or deletion date 

30-119 days of inactivity – email states account is inactive 

120 days of inactivity – email states account deleted 

Users who have not completed the authentication 

process 

15-29 days of inactivity – email states account is 

approaching the suspension and/or deletion date 

60 days of inactivity – email states account deleted 

 

 May 23, 2012 

Automated Account Ageing 

Account Ageing Parameters 

(Continued) 
If account is inactive 

Contact the Columbus Call Center (CCC) for a reset 

(CCC contact information is on the last slide) 

User must log in before 12 AM EST on the day of the reset 

or the account will revert back to inactive status 

Deleted accounts must submit all new paperwork 

Automated process - no exceptions can be made   
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Important 

Information 

 

May 23, 2012 

Important Information 
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Important  
All User access forms must be sent to the Site-Ids Information 

Owner for review and approval. 

The Information Owner will submit the user access forms to DPAS 

Account Management. 

Users can take and complete on-line training prior to account 

creation. Questions regarding the required training should be 

directed to the Site-Ids Information Owner.  

Dates to Remember 
New user access forms should NOT be submitted before Monday, 

June 18. 

Web DPAS release 2.2.0 is slated for July 21. 

“Live” conversions will occur from July 30 – August 24. Refer to the 

Site-Ids Information Owner for a specific date. 

 

 



23 May 2012 

Gaining Access to Web DPAS 16 

Review 
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Review 
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User Access Forms 
What forms are required 

Where the forms are located 

How to properly complete each form 

Where to send completed forms 

On-Line Training 
The eLearning website 

How to create an account 

How to enroll for a course 

Passing score 

Certification of roles 
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Review 
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Account Creation Emails 
Users will receive three emails  

Emails will include User Id, required training, eLearning URL, 
Authentication Code and Web DPAS URL 

DPAS Login Process 
The proper certificate for DPAS 

User Id and Authentication Code requirements 

The error received until UICs are added 

Logging into DPAS after the “Go Live” date 

Menu options in DPAS are based on training completed and 
certified 

Automated Account Ageing  
Account benchmarks and system generated emails 

Account resets 

Automated account deletions 

 

Questions 

May 23, 2012 

Questions 
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For More Information 

Columbus Call Center 
cco-ccc@dfas.mil  

          869-0888 DSN 

   614-693-0888 Comm 

866-498-8687 Toll Free  

Training (Online, Instructor led, Webinar) 

cco-dpastrng@dfas.mil 

DPAS eLearning 

http://dpaselearning.golearnportal.org  

DPAS Support Site 

http://dpassupport.golearnportal.org  

mailto:cco-ccc@dfas.mil
mailto:cco-ccc@dfas.mil
mailto:cco-ccc@dfas.mil
mailto:cco-dpastrng@dfas.mil
mailto:cco-dpastrng@dfas.mil
mailto:cco-dpastrng@dfas.mil
http://dpaselearning.golearnportal.org/
http://dpassupport.golearnportal.org/

